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Elliptic Curves over Fp

F13

12 ≡ 1 22 ≡ 4 33 ≡ 9 43 ≡ 3 52 ≡ 12 62 ≡ 10

72 ≡ 10 82 ≡ 12 92 ≡ 3 102 ≡ 9 112 ≡ 4 122 ≡ 1

E : y2 = x3 + 3x + 8 over F13

E (F13) = {O, (1, 5), (1, 8), (2, 3), (2, 10), (9, 6), (9, 7), (12, 2), (12, 11)}.
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Elliptic Curves over Fp

The line y = 5x over F13
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Elliptic Curves over Fp

y2 = x3 + 3x + 8 and y = 5x
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Elliptic Curves over Fp
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The Group Law by Formula

Proposition

Let E : y2 = x3 + Ax + B be an elliptic curve over Q, and let P = (x1, y1)
and Q = (x2, y2) be points on E (Q). Then:

1 If y1 ≡ −y2 mod p then P ⊕ Q = O.

2 If P1 = P2, then define λ =
3x21+A
2y1

. Set

x3 = λ2 − x1 − x2 y3 = λ(x1 − x3)− y1.

Then P ⊕ Q = (x3, y3).

3 If P1 6= P2, then define λ = y2−y1
x2−x1

. Then as before, set

x3 = λ2 − x1 − x2 y3 = λ(x1 − x3)− y1.

Then P ⊕ Q = (x3, y3).
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